
Introductions

Wendy Taylor
Senior Student Advisor
SANS.edu

Kim Kafka
Admissions Specialist
SANS.edu



Founding & Mission

§ The SANS Technology Institute transforms the world’s best cybersecurity 
training and certifications into a comprehensive, rigorous, graduate and 
undergraduate education experiences.

Independent subsidiary of SANS

Regionally accredited & Title IV eligible

§ The SANS Technology Institute is accredited by The Middle States 
Commission on Higher Education (3624 Market Street, Philadelphia, PA 
19104 - 267.284.5000), an institutional accrediting agency recognized by 
the U.S. Secretary of Education and the Council for Higher Education 
Accreditation.



Academics
§ Course Modalities

§ Live Online – 1, 2, 3 or 6 week options with live SANS faculty member

§ OnDemand - flexible course scheduling

§ In-person – live classes throughout the U.S., limited availability 

§ Basic Course Construction
§ SANS Class + GIAC Certification Exam

§ 3-month course term course timeline

§ Master’s program consists of 1, 2 & 3 credit hour courses with 1, 2 and 3-month 
course terms



Degree Programs
Graduate Programs

§ Master’s Degree | 36 Credits

§ Master of Science In Information Security Engineering 
(MSISE)

§ Certificate Programs | 12 - 15 Credits

§ Cloud Security 

§ Cyber Defense Operations

§ Cybersecurity Engineering (Core)

§ Cybersecurity Management 

§ Incident Response

§ Industrial Controls 

§ Penetration Testing & Ethical Hacking

§ Purple Team Operations 

Undergraduate Programs

• Bachelor’s Degree in Applied Cybersecurity
120 credits

• Certificate in Applied Cybersecurity 
12 credits



Incident Response Program

§ Learn How To:
§ Explain the role of digital forensics and incident response in the field of information security and 

recognize the benefits of applying these practices to both hosts and networks when investigating 
a cyber incident.

§ Analyze the structure of common attack techniques in order to evaluate an attacker's footprint, 
target the ensuing investigation and incident response, and anticipate and mitigate future activity.

§ Evaluate the effectiveness of available digital forensic tools and use them in a way that optimizes 
the efficiency and quality of digital forensic investigations.

§ Utilize multiple malware analysis approaches and tools to understand how malware programs 
interact with digital environments and how they were coded, in order to reverse the effects of the 
program on networks and systems.

13 Credits 18 to 24 Months $23,375



Incident Response Program:
FOR 508| GCFA

ADV. Computer Forensic Analysis 
& Incident Response

FOR 572| GNFA
ADV. Network Forensics & Analysis

Elective Courses: Select One 
SEC 504|GCIH
FOR 578| GCTI
FOR 585| GASF
FOR 610| GREM

FOR 500| GCFE
Computer Forensic

Investigation-Windows

Capstone| DFIR NetWars Continuous



Guest Speaker
§ Wendy Taylor
§ Senior Student Advisor with SANS.edu



Waiver Policy

Students can waive in… Which is equivalent to…

Certificate
Programs 3 Credit Hours 1 SANS Class | 1 GIAC Cert

Master’s & 
Bachelor’s 

Degrees 
9 Credit Hours 3 SANS Classes | 3 GIAC 

Certs

• Limited to 25%of coursework completed outside the college
• All waivers are granted prior to starting courses
• PMP & CISSP can also waive various course components



Student Resources

Current Students:
§ Canvas (Online Student Platform)
§ Practice GIAC Exams
§ Research Paper Review

Graduated Students:
§ Alumni Network

New Students:
§ New Student Orientation



Options for Funding
§ Employer Tuition Assistance
Because the SANS Technology Institute is regionally accredited and Title IV eligible, tuition is eligible for 
most employer tuition reimbursement plans.

§ VA Education Benefits
The SANS Technology Institute is approved to accept and/or certify veterans for educational benefits, 
including the GI Bill®. For more information, visit www.sans.edu/veterans and www.vets.gov.

§ Tuition Payment Plan
Eligible master’s students who intend to fund the program themselves can elect to pay their tuition in 
monthly installments over a period of up to seven years.

Payments begin immediately. There is no interest charged and no fees beyond the standard course 
tuition.

https://click.email.sans.org/?qs=f59821874c499380cfc6d3928b400c05a7a9375f545a929d21f1750ef540b08baed3a9ddc1c38914e0fe0d79c6a8598fb1d691b0aea1f1e3
http://www.vets.gov/


Admissions
§ Admissions Requirements: 

§ 12 months of experience in an info sec/IT role
§ Currently employed in an info sec/IT role
§ Bachelor’s degree with a 2.8 GPA



Application Checklist

Master’s Degree Program

• Online Application Form
• Official Transcript(s)
• Current Resume
• Aptitude Assessment
• Application Fee ($100)
• Goals & Outcomes Statement
• Employer Recommendation
• Video Presentation: 3-5 minutes

Certificate Programs

• Online Application Form
• Official Transcript(s)
• Current Resume
• Aptitude Assessment
• Application Fee ($35)



Application Deadlines
Master’s Degree

Graduate & 
Undergraduate 

Certificates

Application Rounds Quarterly Monthly

Deadline Dates

February 1
May 1

August 1
November 1

Every 15th of the 
month

Decision Date 30 Days Later 30 Days Later

Start Courses 30 Days Later 15 Days Later

Students should apply 60-90 days before they want to start courses.



Contact Us

Kim Kafka
Admissions Specialist

Admissions Team Members
Sara Agee

Hollie DeGennaro
Morgan Lanahan

Meet with our team: https://go.oncehub.com/AdmissionsMeeting

Wendy Taylor
Senior Academic Advisor

SANS.edu | info@sans.edu | (301) 241-7665

Questions? Find us in:
# hallway-sans-edu

https://go.oncehub.com/AdmissionsMeeting
mailto:info@sans.edu

